
System and Organization Controls (SOC) for Cybersecurity Webinar  

Overview 

This webinar will provide a high-level overview of the System and Organization Controls 

(SOC) for Cybersecurity reporting framework.  Cybersecurity incidents are extremely costly to 

organizations and have a negative impact on stakeholder trust in the organization. In response to 

concerns that stakeholders do not have enough timely information regarding an organization’s 

cybersecurity risks and risk management efforts, the American Institute of Certified Public 

Accountants (AICPA) recently developed a cybersecurity risk management reporting framework 

to guide organizations in enhancing their cybersecurity-related disclosures. The reporting 

framework, (SOC) for Cybersecurity, helps organizations communicate to stakeholders about 

their cybersecurity risk management programs and provides a basis for a cybersecurity 

examination.  The reporting framework is flexible and allows criteria such the NIST Critical 

Infrastructure Cybersecurity Framework and ISO 27001/27002 to be used as the control criteria.  

 

Objectives 

To gain an understanding of:  

• the threats and impacts that cybersecurity breaches have on organizations  

• the SOC for cybersecurity risk management reporting framework 


